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Algorithms try topose that problems are easy
Complexity try to prove that problems are hard

Crypto try to prove that problems are hard based on assumptions

Complexityclasses groupsof problemswith similar difficulty

Peopleoften talk about

P timeclass

NP verification class

BPP randomised time class

In this talk we'll need

B2P quantum time class

MIP
verification Fel 12power 1 round
class



Mip

it EII.FI itaamt
MIP is a very foundational model in classical complexity

studying it led to PCPthan and otherthings

However ns communication may be
somewhatdifficult to enforce

In crypto we prefer to consider a singleprovewho is
cryptographically bounded rather than 2 process who can't

communicate

Et III IIII
Crypto

MIP

But there are lots of ideas complexity people havedeveloped in
MIP world which cryptographersmight hope to apply in

crypt world

Idea compilation
Use crypto to simulate the ns communication assumption



Cryptographicpreliminary HE
homomorphicencryption

Normalpublic keyencryption

Enc pk m c
suppressing randomness

Declsk c m

Homomorphic encryption adds one more algorithm

Eval pk c F Encpla F ml
encrypts on

Does not violate encryption security because evaluator cannotdecrypt

Details are annoying constructions are subtle and delicate but
primitive is intuitive and easy to work with

Compilation attempt 1 We want to preserve
classical for now
completeness and soundness

Fle everynonlocalstrategy any
datingcompiled

hasacorresponding 49hThesemislead
compiledstrategywith
avalueatleastashigh

compile

Encri x Enckelyl
Encryptionsecurity simulates

chic entities no communication



This attempt fails in an interesting way
P can simulate any non signalling Alice Bob strategy

Tangeneral
thanquantum
entanglement

Turns out this alsopreserves non signalling soundness
KRR 147

Compilation attempt 2

Ff
compile

androundstructure

Encryptionsecurity simulates

it momma

This works KLVY 22 preserves classical completeness
soundness

What about quantumentangled completeness soundness



EFEIIEttt.mn
I compile

But why would you care

Quantum verification
Setting quantum feudalism
Someone claims they solved a problem foryou using their
quantum computer How do you know they solved it arrectly
Someproblems in B2P like factoring are in NP

answers are easy to verify
Others are not however considerforrelation

Quantumverification design a protocolby which they can prove
interactively to you that the problem was
solved correctly where

they run in 2PT

you run in PPT

Known results

In the Letang model this is possible RUV 13

In the singleprovermodel this is possible assuming quantum
computers tsovLWE Mah 18

big
tesult

usescarefully tailored crypto

Hold on



If we have compilation for MIP and not just MIP protocols
why don't we just compile the 2 procerentangled verification
pastase

More modular other advantages may discuss later

Turns out KLVY works for MIP protocols too

preleves quantum completeness

EIFIIFIE.FI

compile
Withgoodenough 2HE
this will work

iI iiFtit
KMP 247

Quantum soundness
Not known in general

RecentresultshowsKLVYpreserves quantum
soundness intent as securityparameter
goes to a

Unfortunately this does notgive you
explicit cryptographic security

So let's take a step back whatexactly do we need to make
verification work



Intuition as a totally classical verifier want to somehow
force the quantum prover to do the quantum
computation honestly
You know the circuit you want it to run e.gthe circuit for Shor'salg you just don't have
the power to run or simulate this circuityourself

Let's start with a very simplebaby case

we'll try to make the prover measure in the
X and Z bases honestly

Trevin just any anticommuting bases

The CHSH game a particular MIP protocol

L FI

II i
Win condition X y a b

If x y 1 Alice and Bobshould disagree
In all other cases theyshould agree

certification ofClassicalWinning probability quantumness

Quantum winning probability cost F 055 0 75

3There is a unique quantum winning strategy
characterised bythe algebraicrelationsbetweenthemeasurement operators Alice uses and the
measurementoperator Bobuses as well as thic
sharedentangledstate a single EPR pair



4 This unique strategy involves Bob measuring
2 anticommuting operators

We NZ 23 were able to show properties 2 4 hold for

EI.fiaaeii.eecmakingtheosrrectaefimTldr
we can by playing compiled CHSH with our single
prove and checking that it wins wip cos Is
force it to measure 2 anticommuting operators

And actually it turns out that this baby case is pretty
much the general case

Kitaev circuit to Hamiltonian reduction XZgadgets

Summary discussion

NZ 23 recovers seminal result of Mah 18 with a different
more modular approach
Also uses weaker assumptions

MNZ 24 combines advantages of self testing techniques
and crypto techniques toget succinct arguments
for 2mA from standard assumptions

Open approachable problem linear time verification


